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This paper presents two recommendations for improving the acqui-
sition and growth of reliable systems that support the intent of DoDI 
5000.02 and ANSI/GEIA-STD-0009.

During the proposal evaluation and selection process, use a metric 
based on a Historical Observed Reliability Ratio (HOR-R, pro-
nounced “horror”) of the potential supplier’s predicted or assessed 
reliability measure to its observed field reliability value.

›› Consistent HOR-R values of less than or equal to 1.0 provide 
confidence that the supplier has a repeatable process for 
translating its prediction/assessment methodology of choice 
into correlated field experience that meets or is better than 
the reliability requirement, representing limited reliability 
and life cycle cost risk to the customer.

›› HOR-R values greater than 1.0 indicate potential risk to 
the customer, in that the supplier has not demonstrated an 
ability to achieve reliability requirements in the field based 
on its prediction/assessment techniques, implying increased 

reliability and life cycle cost risk.
›› Inability of a supplier to provide any HOR-R value based on 
past performance represents an unknown level of reliability 
and life cycle cost risk to the customer.

›› Any reliability prediction or assessment technique can be 
used, e.g., empirical handbooks, physics-of-failure (PoF), 
etc., since the effectiveness of the metric is not based on the 
ability of the approach to generate a “suitable” number.

›› The metric can be applied to requirements based on Mean 
Time Between Failure (MTBF), Mean Time to Failure (MTTF), 
Reliability (R(t)), Operational Availability (Ao), etc.

Extend the definition of reliability growth A-Mode and B-Mode fail-
ures [1, 2] to include classifications of “Unanticipated Failure Mode” 
and “Unexpected Failure Mode”.

›› The larger the percent contribution of Unanticipated Failure 
Modes to Total Failure Modes, the less robust the Design 
for Reliability (DFR) process is in proactively identifying 

T w o  R e co m m e ndati   o ns   f o r  t h e  Acq u isiti     o n  and   
G r o w t h  o f  R e l ia  b l e  S y st  e m s 1

David B. Nicholls, CRE, Reliability Information Analysis Center (RIAC)
Paul Lein, Quanterion Solutions Incorporated

1 This article is adapted, with permission, from the 2010 Proceedings of the Annual Reliability and Maintainability Symposium. © 2010 IEEE.

THE JOURNAL OF THE RELIABILITY INFORMATION  ANALYSIS CENTER     ―     FIRST QUARTER 2010 



failure modes prior to testing.  Corrective action is based 
on an evaluation of current DFR analyses, modeling and 
simulation processes to improve their ability to identify 
failure modes.

›› The larger the percent contribution of Unexpected Failure 
Modes to Total Failure Modes, the less effective the DFR 
process is in mitigating known failure modes.  Corrective 
action is to improve reliability design practices, rules, 
procedures, etc., to more effectively mitigate identified 
failure modes prior to test.

These two recommendations, and the corrective actions they initiate, 
provide benchmarks to improve both the effectiveness of acquisitions 
in reliability and life cycle cost risk avoidance, and the ability of DFR 
activities to proactively identify and mitigate failure modes prior to 
their more costly discovery during testing or field use.

Introduction

The US Department of Defense Instruction (DoDI) 5000.02, “Opera-
tion of the Defense Acquisition System”, dated 02 December 2008, and 
the Information Technology Association of America (ITAA) ANSI/
GEIA-STD-0009-2008, “Reliability Program Standard for Systems 
Design, Development, and Manufacturing”, dated 13 November 
2008, were developed and released to reflect the revitalized, aggres-
sive posture of the DoD in acquiring and growing reliable systems.

Specifically, DoDI 5000.02, Enclosure 2, Paragraph 5.d.5 states that 
“(Program Managers)…shall formulate a viable Reliability, Avail-
ability, and Maintainability (RAM) strategy that includes a reliability 
growth program as an integral part of design and development.”  
Additional reliability program requirements during the Manufactur-
ing, Production, Deployment and Operations and Support phases 
are also defined within Enclosure 2.

The ANSI/GEIA Standard was developed as a joint government/
industry replacement for the cancelled MIL-STD-785B, “Reliability 
Program for Systems and Equipment Development and Production”, 
with the intent to align reliability management, design and testing 
best practices with reliability methods that provide the most value 
and the least risk in terms of achieving reliable products.”

The recommendations made in this paper provide quantitative 
metrics for achieving these stated objectives.

Recommendation: A metric for 
acquiring reliable systems

The first metric deals with decisions made by a customer when select-
ing between competing suppliers during an acquisition based on a 
perceived ability to meet the reliability requirements.  A preliminary 
estimate of this ability may be required based on a customer-specified 
prediction or assessment methodology, such as MIL-HDBK-217.  All 
bidders then apply this method and the customer picks the winner 
based on the “best value” reliability (relative to functional perform-

ance, cost and schedule requirements).  This approach may not result 
in compliance with the reliability requirements, and can result in 
significant cost risk to a program over its total life cycle.

As a hypothetical example, suppose that a Request for Proposal 

Supplier
Predicted 

MTBF
Field
MTBF

Ratio of Predicted to 
Observed Field MTBF

A 1845 2174 0.8

B 2000 51 39.2

C 2304 6903 0.3

D 2840 1160 2.4

E 3080 3612 0.9

Table 2 – Ratio of Predicted to Field MTBF for 
Hypothetical Example

Supplier
MIL-HDBK-217 Predicted 

MTBF (in Hours)
Cost Proposal Relative Rank

(1 = lowest cost)

A 1845 2

B 2000 1

C 2304 4

D 2840 5

E 3080 3

Table 1 – Reliability Prediction Responses to Hypothetical 
1500-Hour MTBF Requirement

(RFP) includes a 1500-hour MTBF requirement using MIL-HDBK-
217F, Notice 2.  Five potential suppliers respond, as shown in Table 1.  
Assume that all other technical performance and program schedule 
requirements are met by all respondents, and that their respective 
reliability program approaches are deemed “acceptable” by the cus-
tomer.

The “obvious” winner (although, in reality, these decisions are not 

always obvious) is Supplier B, since it meets the MTBF requirement 
at the lowest cost.  An important “unknown” in this scenario is the 
level of risk associated with this decision.

Suppose that the customer had access to (i.e., required) the infor-
mation provided in Table 2?  How might this affect their decision-
making process?  Assume that the five suppliers’ proposed systems 
had already been fielded on other programs.

The original choice of Supplier B does not look so good now, as its 
demonstrated field MTBF represents only 2.55% of its predicted 
value, and only 3.4% of the stated 1500-hour MTBF requirement.  The 
resulting impact on total life cycle cost would significantly offset the 
fact that Supplier B was the low-cost bidder.

A better decision for this RFP would have been to select Supplier 
A or E, both of whose systems have demonstrated field MTBFs that 
are marginally better than their predicted MTBFs, meet the specified 
MTBF requirement, and whose cost proposals were ranked second 
and third, respectively.  Although Supplier D predicted a MTBF 
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indicating that the 1500-hour requirement could be met, its actual 
field MTBF is only 41% of the predicted and 77% of the require-
ment, representing legitimate technical and total life cycle cost risk.  
Finally, while Supplier C may look appealing based on its very low 
predicted/observed ratio of 0.3, questions to be considered are (1) 
is it significantly overdesigning its system relative to the 1500-hour 
requirement and (2) would the increased design/development 
cost be more than offset by cost savings during the Operations and 
Support phase of the life cycle?  The “obvious” decision has now 
become significantly less obvious.

The metric proposed to support the acquisition of more reliable 
systems at lower technical and cost risk is “Historical Observed Reli-
ability – Ratio” (HOR-R, pronounced “horror), and is defined as the 
ratio of the final pre-test reliability prediction or assessment value 
and the most recent observed field reliability value for that system.  
The benefits of this metric are:

›› It provides a quantitative measure for making informed 
acquisition decisions based on the risks related to proposed 
reliability program approaches and total life cycle cost 
impacts associated with potential suppliers.

›› It is independent of the reliability prediction or assessment 
methodology used.  The methodology can be Handbook-
based (MIL-HDBK-217, 217Plus, Telcordia, etc.) or PoF-based 
(assessment of time-to-wearout relative to field-experience 
wearout times).  Consequently, suppliers are not restricted 
to a standard.  For example, Supplier A can generate an 
initial prediction based on MIL-HDBK-217, but then tailor 
it using historical experience from other programs to apply 
adjustment factors that more closely relate the prediction 
method to the achieved field reliability for those programs.

›› It can be applied to multiple reliability-based requirements 
(MTBF, MTTF, R(t), Ao, etc.).

›› It supports the collection, analysis and assessment of field 
reliability data required by DoDI 5000.02 and ANSI/GEIA-
STD-0009 to (1) determine root failure causes, modes and 
mechanisms, (2) validate in-house modeling, simulation and 
testing results, and (3) assess reliability program impact on 
system total life cycle cost.

The constraints of the proposed metric are:

›› Its greater focus on historical field reliability performance requires 
a larger investment by the customer, and potential suppliers, on 
up-front DFR activities and downstream failure data collection 
and analysis to root cause.  These larger up-front investments 
should be offset by savings in system total life cycle costs through 
reduction in long-term Operations and Support costs

›› Both the customer and potential suppliers will need to 
exercise greater diligence in the preparation and evaluation 
of RFP responses to ensure that submitted HOR-R data is 
sufficient, accurate and verifiable.

Example Wording for RFP Section L
The wording that follows is an abbreviated representation of how the 
HOR-R metrics could be requested within the context of a RFP.

“The following information shall be entered into the table below 
(Table 3) to provide insight into the bidder’s historical ability to cor-
relate the documented predicted pre-test reliability of their systems/
products with the corresponding observed field reliability during 
actual customer use.  A minimum of three (3) systems/products is 
requested, representing the three most recent systems/products for 
which observed field reliability has been measured and documented 
by either the bidder, or the bidders’ customer (preferred).  Documen-
tation in support of the predicted (or assessed) and observed reliabil-
ity of the system(s)/product(s) listed in the table shall be provided 
upon request.  An inability to provide the requested information in 
the table, or to provide documentation in support of information 
provided, will not be cause for disqualification of the bidder from 
the proposal evaluation process.  It will, however, be perceived as 
an increased level of reliability and life cycle cost risk that will be 
factored into the evaluation of the bidder’s ability to meet the stated 
reliability requirements of this RFP. 

1.	 Name or Nomenclature of the System/Product
2.	 Quantified Reliability Requirement (MTBF = “x” hours, R = 

“y” for mission time “t”, MTTF = “x” hours, other)
3.	 Initial Reliability Prediction or Assessment Value
4.	 Reliability Prediction/Assessment Method(s) Used – 

Describe (e.g., MIL-HDBK-217F Not 2; Tailored MIL-HDBK-
217F Not 2 – describe tailoring; 217Plus; Physics-of-Failure; 
Telcordia; other) 

5.	 Date of Initial Reliability Prediction/Assessment
6.	 Final Pre-Test Reliability Prediction/Assessment Value
7.	 Reliability Prediction/Assessment Method(s) Used – 

Describe (e.g., MIL-HDBK-217F Not 2; Tailored MIL-HDBK-
217F Not 2 – describe tailoring; 217Plus; Physics-of-Failure; 
Telcordia; other)

8.	 Date of Final Pre-Test Reliability Prediction/Assessment
9.	 Achieved/Demonstrated Test Reliability Value
10.	 Type of Test (e.g., Rel Growth, Rel Demo, Rel Qualification, 

DT, OT, other)
11.	 Date of Achieved/Demonstrated Test Reliability
12.	 Observed Field Reliability (Most Recent Measure)
13.	 Date of Observed Field Reliability
14.	 Ratio of Final Pre-Test Reliability Prediction/Assessment (6) 

to Observed Field Reliability (12)
15.	 If the Ratio of Predicted/Observed Reliability (Block 14) > 

1.00, explain discrepancy and corrective action taken, if any, to 
improve the reliability prediction/assessment methodology 
used in (Block 7)”

Recommendation: Two new failure 
classifications to support reliability 
growth in the design phase

Dr. Larry Crow is internationally recognized for his career-spanning 
body of work in the development of models that have been used over 
the years to assess reliability growth.  The identification of A-modes 
(failure modes in design that will not be mitigated) and B-modes 
(failure modes in design that will be either mitigated immediately- 
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type BC modes, or delayed – type BD modes) have been defined 
by Dr. Crow as a means for quantifying reliability growth in the 
pre-deployment phases of a system [1, 2].  Table 4 is a hypotheti-
cal example of how a technique such as a Failure Modes and Effects 
Analysis (FMEA) can be easily adapted to reflect an engineer’s 
assignment of A-modes and B-modes.  Note that the designation of 
BC- and BD-modes would not occur until those modes were actually 
experienced during testing or actual field use.

The DFR process is intended to promote reliability growth earlier in 
the design phase of the system life cycle, prior to precipitation of fail-
ures and decisions regarding A- and B-modes “discovered” during 
testing.  The authors felt that a set of metrics was needed that quanti-
fies the relative effectiveness of DFR analyses, modeling and simula-
tion in identifying and mitigating these failure modes that highlights 
opportunities for improvement in these processes.  To that end, we 

recognized an opportunity to define two new failure classifications 
that could be used to leverage lessons learned from “current” test 
failures to improve the robustness and design impact of “future” 
DFR processes and activities prior to those future systems entering 
the test phase.

The two new proposed failure classifications are:

›› Unanticipated Mode – defined as a failure mode that is 
discovered during item testing or field use, but was not 
documented during DFR analyses, modeling and simulation

›› Unexpected Mode – defined as a failure mode that is 
accounted for, documented and thought to have been 
effectively eliminated/mitigated as a direct result of DFR 
analyses, modeling and simulation, but occurs during item 
testing or field use anyway

(1)
System/Product 

Name or 
Nomenclature

(2)
Quantified 
Reliability 

Requirement

Initial Reliability Prediction/
Assessment

Final Pre-Test Reliability 
Prediction/Assessment

Achieved/Demonstrated 
Test Reliability

Observed Field Reliability
(Most Recent)

(3)
Value

(4)
Method

(5)
Date

(6)
Value

(7)
Method

(8)
Date

(9)
Value

(10)
Test 
Type

(11)
Date

(12)
Value

(13)
Date

(14)
Ratio of 
(6)/(12)

System #1

(15):  If (14) > 1.00, explain discrepancy and corrective action(s) taken to improve reliability prediction/assessment method(s):

(1)
System/Product 

Name or 
Nomenclature

(2)
Quantified 
Reliability 

Requirement

Initial Reliability Prediction/
Assessment

Final Pre-Test Reliability 
Prediction/Assessment

Achieved/Demonstrated 
Test Reliability

Observed Field Reliability
(Most Recent)

(3)
Value

(4)
Method

(5)
Date

(6)
Value

(7)
Method

(8)
Date

(9)
Value

(10)
Test 
Type

(11)
Date

(12)
Value

(13)
Date

(14)
Ratio of 
(6)/(12)

System #2

(15):  If (14) > 1.00, explain discrepancy and corrective action(s) taken to improve reliability prediction/assessment method(s):

Notes:  (Provide any additional details for Blocks (3) through (14) – identify comments by System # and Block #)
Table 3 – Suggested Template for RFP Section L Reliability Prediction Requirements

Index
No.

Unit Function
Failure
Mode

Possible
Failure
Causes

Effect On…
Fail.
Rate

O S D RPN
Failure Mode 

TypeUnit Sub Sys

1.1

Range 
Output

Outputs 
range data 

to user 
display

Data value is 
high vs. actual

range

Logic problem; 
computation problem; 
data handling problem

N/A None
Mission 

Degraded
0.008 6 10 4 240 B

1.2
Data value is 
low vs. actual 

range

Logic problem; 
computation problem; 
data handling problem

N/A None
Mission 

Degraded
0.008 6 10 4 240 B

1.3
Output data 
not sent to 

display

Logic problem; 
interface/timing fault

N/A None
Mission 
Aborted

0.001 4 10 1 40 B

1.4
Range output 

fluctuates 
within specs

Data handling problem N/A None No Mission 
Impact X X X X X A

Table 4 – Hypothetical FMEA Form Modified to Reflect Failure Mode Types
continued on next page ›››
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Expanding these definitions to the Crow Extended Reliability Growth 
Model [2] yields:

›› Aunanticipated Mode – a failure mode that is discovered during 
item testing or field use that had not been documented 
during DFR activities.  No corrective action is taken, but DFR 
analyses are updated.

›› Aunexpected Mode – a failure mode that is documented and 
thought to have been effectively mitigated as a direct result 
of DFR activities, but occurs during item testing or field use 
anyway.  No corrective action is taken.

›› BCunanticipated Mode – a failure mode that is discovered during 
item testing or field use that had not been documented during 
DFR activities.  Corrective action is taken immediately and 
DFR analyses are updated.

›› BCunexpected Mode – a failure mode that is documented and 
thought to have been effectively mitigated as a direct result 
of DFR activities, but occurs during item testing or field use 
anyway.  Corrective action is taken immediately and DFR 
analyses are updated.

›› BDunanticipated Mode – a failure mode that is discovered during 
item testing or field use that had not been documented 
during DFR activities.  Corrective action is delayed until test 
completion or a designated cut-in date, and DFR analyses are 
updated.

›› BDunexpected Mode – a failure mode that is documented and 
thought to have been effectively mitigated as a direct result 
of previous DFR activities, but occurs during item testing 
or field use anyway.  Corrective action is delayed until test 
completion or a designated cut-in date, and DFR analyses are 
updated.

Table 5 is adapted from [2], modified to reflect three BC failure modes, 
and to show how the new failure classifications could be translated to 
the Crow Extended Reliability Growth Model.

While space in the current paper and presentation does not permit it, 
Reference [3] expands the 33 metrics of the Crow Extended Reliabil-
ity Growth Model [2] to include the above definitions, and presents 
a hypothetical example of the impact of these new definitions on the 
attained results, such that the need to improve DFR analyses, mod-
eling and simulation for the “next” system, and the level of improve-
ment achieved over time, can be quantified.

There are two general conclusions that can be drawn from the 
new metrics presented here.  In both cases, the improvements 
to DFR processes are a relative quantitative measure that is spe-
cific to each company.  A baseline must first be established for 
the developer’s practices to assess how robust its current DFR 
process is (i.e., the initial unanticipated- and unexpected-based 
metrics to be used for the current system).  Using these results, the 
developer would then objectively evaluate areas for DFR process 
improvement and implement the necessary corrective actions so 
that these “corrections” will be quantitatively reflected in future 
designs (measured by higher initial system reliability prior to 
entering the test phase).

Two Recommendations for the Acquisition and Growth of Reliable Systems

j X
j

Mode Category Corrective Action

1 15.0 B1 BD
unexpected

Redesign needed.  CA delayed.

2 25.3 B2 BD
unanticipated

FMECA updated.  CA delayed.

3 47.5 B3 BD
unexpected

Redesign needed.  CA delayed.

4 54.0 B4 BD
unanticipated

FMECA updated.  CA delayed.

5 56.4 B5 BD
unexpected

Redesign needed.  CA delayed.

6 63.6 A A
unanticipated

FMECA updated.  No CA.

7 72.2 B5 Expected

8 99.6 B6 BD
unexpected

Redesign needed.  CA delayed.

9 100.3 B7 BD
unanticipated

FMECA updated.  CA delayed.

10 102.5 A Expected

11 112.0 B8 BD
unanticipated

FMECA updated.  CA delayed.

12 120.9 B2 Expected

13 125.5 B9 BD
unanticipated

FMECA updated.  CA delayed.

14 133.4 B10 BD
unexpected

Redesign needed.  CA delayed.

15 164.7 B9 Expected

16 177.4 B10 Expected

17 192.7 B11 BD
unexpected

Redesign needed.  CA delayed.

18 213.0 A A
unanticipated

FMECA updated.  No CA.

19 244.8 A A
 unexpected

Re-evaluate FMECA for potential 
change to B-mode.

20 249.0 B12 BD
unexpected

Redesign needed.  CA delayed.

21 250.8 A Expected

22 260.1 B1 Expected

23 263.5 B8 Expected

24 273.1 A A
unanticipated

FMECA updated.  No CA.

25 274.7 B6 Expected

26 285.0 B13 BD
unanticipated

FMECA updated.  CA delayed.

27 304.0 B9 Expected

28 315.4 B4 Expected

29 317.1 A Expected

30 320.6 A Expected

31 324.5 B12 Expected

32 324.9 B10 Expected

33 342.0 B5 Expected

34 350.2 B3 Expected

35 364.6 B10 Expected

36 364.9 A A
 unanticipated

FMECA Updated. No CA 
necessary.

37 366.3 B2 Expected

38 373.0 B8 Expected

39 379.4 B14 BC
unanticipated

FMECA updated.  CA immediate.

40 389.0 B15 BC
 unexpected

Redesign needed.  CA immediate.

41 394.9 A Expected

42 395.2 B16 BC
 unexpected

Redesign needed.  CA immediate.

Table 5 – Modified Test Data Table from [2]

The first conclusion is that the larger the percent contribution of 
unanticipated A-, BC- and BD-modes to the total number of A-, BC- 
and BD-modes, the less robust the DFR process is in proactively 
identifying failure modes prior to testing.  The corrective action 
to the DFR process is predicated on an evaluation of current DFR 
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analyses, modeling and simulation techniques and tools to improve 
their ability to identify and document failure modes.

The second conclusion is that the larger the percent contribution of 
unexpected A-, BC- and BD-modes to the total number of A-, BC- and 
BD-modes, the less effective the DFR process is in mitigating known 
failure modes through redesign or other techniques currently being 
used by the developer.  The corrective action in this case is evalua-
tion and improvement of the developer’s reliability design practices, 
rules, procedures, etc., in order to more effectively mitigate failure 
modes that are already documented prior to testing.

Conclusions

This paper has presented two recommendations for improving the 
acquisition and growth of reliable systems that support the intent of 
DoDI 5000.02 and ANSI/GEIA-STD-0009

The first recommendation is to use a metric based on an experi-
ence ratio of a potential supplier’s predicted or assessed system 
reliability measure to its observed field system reliability measure 
(HOR-R) as a means for selecting suppliers and evaluating reli-
ability and total life cycle cost risk during the proposal evaluation 
and selection process.  Consistent HOR-R metric values less than 
or equal to 1.0 provide confidence that the supplier has a repeat-
able process for translating its prediction methodology of choice 
into correlated field experience that meets or is better than the 
reliability requirement, with limited reliability and life cycle cost 
risk to the program.  HOR-R metric values greater than 1.0 indicate 
increasing potential risk to the customer, in that the supplier has not 
demonstrated an ability to achieve reliability requirements in the 
field based on its prediction or assessment techniques.  This implies 
increased life cycle cost risk.  The inability of a supplier to provide 
any HOR-R metric value represents an unknown level of reliability 
and life cycle cost risk to the program.

Significant advantages to this metric are:

›› Any reliability prediction or assessment technique such as 
standard or tailored empirical handbooks, PoF, etc., can be 
used, since the metric effectiveness is based on “real-world” 
experience, not the ability of the chosen technique to generate 
a “compliant” number.

›› The metric can be effectively applied to different quantitative 
reliability requirements (MTBF, MTTF, R(t), Ao, etc.)

The second recommendation is to extend the definition of reliability 
A-mode and B-mode failures to include classifications of “Unan-
ticipated Failure Mode” and “Unexpected Failure Mode” to establish 
relative metrics that drive improvements in DFR analyses, modeling 
and simulation processes.  The larger the percent contribution of 
unanticipated failure modes to total failure modes, the less robust 
the supplier’s DFR process is for proactively identifying failure 

modes prior to entering the test phase.  Corrective action is based 
on the evaluation of current DFR analyses, modeling and simulation 
processes to improve their ability to identify and document failure 
modes.  The larger the percent contribution of unexpected failure 
modes to total failure modes, the less effective the supplier’s DFR 
process is in mitigating previously identified failure modes through 
redesign or other mitigation techniques.  Corrective action is imple-
mented to improve reliability design practices, rules, procedures, 
etc., to more effectively mitigate known failure modes prior to enter-
ing the test phase.

These two recommendations, coupled with the corrective actions 
they initiate, provide measurable benchmarks to improve both the 
effectiveness of acquisitions in becoming more aware of high-risk 
decisions, and the ability of DFR activities to proactively mitigate 
failure modes prior to their more costly discovery during testing or 
field use.

Disclaimer

The material presented in this paper represents the views of the 
authors.  It should not be interpreted as an explicit or implicit expres-
sion of the views, opinions, policies or procedures of the US Govern-
ment and the Department of Defense.
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In our papers entitled “Two Recommendations for the Acquisi-
tion and Growth of Reliable Systems” [Reference 1] and “Improv-
ing Design for Reliability (DFR) Processes Using Modified Crow 
Extended Reliability Growth Model Metrics” [Reference 2], we 
introduced a recommendation for defining two new failure mode 
classifications:

•	 Unanticipated Mode – A failure mode that is discovered 
during item testing or field use, but was not documented 
during DFR analyses, modeling and simulation

•	 Unexpected Mode – A failure mode that is accounted for, 
documented and thought to have been effectively elimi-
nated/mitigated as a direct result of DFR analyses, mod-
eling and simulation, but occurs during item testing or field 
use anyway

Two straightforward metrics were proposed to quantitatively 
measure the relative effectiveness of the overall DFR process:

  
% of Unanticipated Failures =  #  of Unanticipated Failures in Test or Field

#  of Total Failures in Test or Field

  
% of Unexpected Failures =  #  of Unexpected Failures in Test or Field

#  of Unexpected Failures in Test or Field

As stated in Reference 2, the obvious goal is to drive each of these 
metrics to zero, and the measure of success from one system to the 
next is the ability to reduce the value of these metrics for each suc-
cessive system.

The Reference 2 paper also extended the concept of unanticipated 
and unexpected failure modes to Dr. Larry Crow’s Extended Reli-
ability Growth Model [Reference 3] by incorporating the new 
definitions into Equations 17 and 22 and each of the 33 reliability 
growth management metrics discussed in his paper.  At that time, 
Dr. Crow’s definitions of failure mode types were:

Type A:	 Failure modes that, if seen, are not cor-
rected

Type BC:	 Failure mode that, if seen, is always 
corrected during test (corrective action 
immediate or occurs before test is com-
peted)

Type BD:	 Failure mode that, if seen, is always 
corrected after all testing has been com-
pleted (corrective action delayed)

At the 2010 Annual Reliability and Maintainability Symposium 
(RAMS), Dr. Crow introduced an enhancement to his basic model 
form.  In his paper, “The Extended Continuous Evaluation Reli-
ability Growth Model” [Reference 4], he introduced a revised set 
of metrics that allows for continuous evaluation and management 
of the “reliability growth of a system across multiple test phases 
and to accommodate failures that are likely to be seen during 
“Operational-Like” testing.”

To accommodate this new model, Dr. Crow redefined and enhanced 

David Nicholls, RIAC (Quanterion Solutions Incorporated)
Paul Lein, RIAC (Quanterion Solutions Incorporated)
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his original failure mode types to the following:

	 Type A:		�  Same as Crow basic Extended Model 
definition

	 Type BC:	 Failure mode that, if seen, receives cor-
rective action immediately at the time of 
failure, before testing continues

	 Type BD:	 Failure mode that, if seen, receives cor-
rective action at some time after the first 
occurrence of that failure mode

	 Type BDC:	 Type BD failure mode that has been cor-
rected at some time before the test has 
ended (delayed, but corrected during the 
test)

	 Type BDD:	 Type BD failure mode that has not been 
corrected at the time the test has ended 
(delayed, but not corrected during the test)

The objective of our current paper, then, is to apply our two new 
failure mode classifications to the new or modified metrics of Dr. 
Crow’s latest model.  The reader is encouraged to review References 
1 through 4 to thoroughly understand the background associated 
with our approach.  In that context, this paper will only cover the 
modified metrics, and their associated equations, from Reference 4.  
Specifically, only those metrics from References 2 and 3 which are 
impacted by the new definitions of Type BDC and Type BDD failure 
modes will be covered

From Reference 4, Dr. Crow has stated that each time an assessment 
of system reliability is made using the Extended Continuous Evalua-
tion Model, the following metrics can be calculated:

›› Current Demonstrated MTBF
›› Nominal Growth Potential
›› Nominal Average Effectiveness Factor (EF)
›› Nominal Projection if BDD modes are corrected with Nominal EFs
›› Actual Growth Potential
›› Actual Average EF
›› Actual Projection if BDD modes are corrected with Actual EFs
›› Rate of Discovery

In the modified metrics that follow, we will relate each metric to the 
equation number from Dr. Crow’s Reference 4 paper (Eq. #).

Current Demonstrated MTBF

The current demonstrated MTBF is given in Reference 4 based on 
the Crow (AMSAA) model demonstrated failure intensity (Eq. 3), the 
associated Weibull slope parameter (Eq 4) and the estimated scale 
parameter for the Crow (AMSAA) Model (Eq. 5).  With the new 
failure mode classifications, this estimated scale parameter becomes:

    
ˆ λ =

Nunanticipated + Nun expected + Nexp ected( )
T

 where,

    

ˆ λ unanticipated =
Nunanticipated

T

ˆ λ un expected =
Nun exp ected

T
ˆ λ expected =

Nexp ected

T

The Current Demonstrated MTBF is simply the inverse of the dem-
onstrated failure intensity (Eq. 9).

Nominal Growth Potential, Nominal 
Average Effectiveness Factor (EF), Rate 
of Discovery and Nominal Projection

The Crow Nominal Growth Potential Factor (Eq. 10) becomes:

    λNGPFactor = λNGPFactor−unanticipated + λNGPFactor−un exp ected + λNGPFactor−expected

where,

    

λNGPFactor−unanticipated = 1− di
NomBDD−unanticipated( )

i=1

KBDD−unanticipated

∑ Ni

T
⎛ 
⎝ 
⎜ 

⎞ 
⎠ 
⎟ 

λNGPFactor−un exp ected = 1− di
NomBDD−un exp ected( )

i=1

KBDD−unexp ected

∑ Ni

T
⎛ 
⎝ 
⎜ 

⎞ 
⎠ 
⎟ 

λNGPFactor−exp ected = 1− di
NomBDD−exp ected( )

i=1

KBDD−exp ected

∑ Ni

T
⎛ 
⎝ 
⎜ 

⎞ 
⎠ 
⎟  

 
The determination of the assigned nominal average effectiveness 
factor,  di

NomBDD−x , is based on the appropriate Type BDD failure 
mode status, i.e., BDDunanticipated, BDDunexpected and BDDexpected.

The equation for the probability of Type BDD failures at time “T” is 
based on the total number of distinct Type BDD modes at “T” divided 
by the sum of the total number of distinct Type BDD and BDC modes 
at “T”.  Using our “unanticipated” and “unexpected” categories, the 
equations become:

  p(T) = p(T)unanticipated + p(T)un expected + p(T)expected

where,

  

p(T)unanticipated =
#  of distinct BDDunanticipated modes at T

#  of distinct BDDunanticipated modes at T( ) + #  of distinct BDCunanticipated modes at T( )

p(T)un exp ected =
#  of distinct BDDunexpected modes at T

#  of distinct BDDunexpected modes at T( ) + #  of distinct BDCunexpected  modes at T( )

p(T)exp ected =
#  of distinct BDDexpected modes at T

#  of distinct BDDexpected modes at T( ) + #  of distinct BDCexpected  modes at T( )
continued on next page ›››
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The equation for the Type BDD mode failure intensity (Eq 12) 
becomes:

    λBDD = λBDD−unanticipated + λBDD−un exp ected + λBDD−expected

where,

    

ˆ λ BDD−unanticipated =
NBDD−unanticipated

T

ˆ λ BDD−un exp ected =
NBDD−un expected

T
ˆ λ BDD−exp ected =

NBDD−expected

T

As stated by Dr. Crow (Ref. 4), the discovery function (or rate of dis-
covery) represents the rate at which new, distinct Type BD modes are 
discovered during the test.  It is calculated using all first occurrences 
of the total number of Type BD modes (including Types BDC and 
BDD).  In this equation, the variable “M” represents the count of 
all unique Type BD modes, and Zi corresponds to the time at which 
each unique Type BDC and Type BDD mode is discovered during 
the test.  Using these variables in the equation for the unbiased esti-
mate of beta (Eq. 14) for the h(t) function, and incorporating our two 
failure classifications, yields:

    

βunanticipated
* =

MBD−unanticipated −1( )
ln T
ZiBD−unanticipated

⎛ 

⎝ 
⎜ 

⎞ 

⎠ 
⎟ 

i=1

M BD−unanticipated

∑

βun expected
* =

MBD−un exp ected −1( )
ln T

ZiBD−un exp ected

⎛ 

⎝ 
⎜ 

⎞ 

⎠ 
⎟ 

i=1

M BD−unexp ected

∑

βexpected
* =

MBD−exp ected −1( )
ln T

ZiBD−exp ected

⎛ 

⎝ 
⎜ 

⎞ 

⎠ 
⎟ 

i=1

M BD−exp ected

∑

The h(T) function equation (Eq. 15) then becomes:

  h(T) = h(T)unanticipated + h(T)un expected + h(T)expected

where,

    

h(T)unanticipated = βunanticipated
* MBD−unanticipated

T
⎛ 

⎝ 
⎜ 

⎞ 

⎠ 
⎟ 

h(T)un exp ected = βun expected
* MBD−un exp ected

T
⎛ 

⎝ 
⎜ 

⎞ 

⎠ 
⎟ 

h T( )exp ected = βexpected
* MBD−exp ected

T
⎛ 

⎝ 
⎜ 

⎞ 

⎠ 
⎟ 

The Nominal Growth Potential failure intensity (Eq. 16) becomes:

    λNGP = λNGP −unanticipated + λNGP −un expected + λNGP −expected

where,

    

λNGP−unanticipated = λD−unanticipated −λBDD−unanticipated + λNGPFactor−unanticipated +

dNomBDD−unanticipated * p(T)unanticipated * h(T)unanticipated( ) −
dNomBDD−unanticipated * h(T)unanticipated( )

λNGP−un exp ected = λD−un expected −λBDD−un exp ected + λNGPFactor−un expected +

                           dNomBDD−un exp ected * p(T)un exp ected * h(T)un exp ected( ) −
                           dNomBDD−un exp ected * h(T)un exp ected( )

λNGP−exp ected = λD−expected −λBDD−exp ected + λNGPFactor−expected +

                        dNomBDD−exp ected * p(T)exp ected * h(T)exp ected( ) −
                        dNomBDD−exp ected * h(T)exp ected( )

The individual Nominal Growth Potential MTBFs are simply the 
inverse of their respective Nominal Growth Potential failure intensi-
ties (Eq. 18).

Dr. Crow defines the Nominal Projection metric as an estimation of 
the failure intensity (Eq. 20) and MTBF (Eq. 22) if all seen Type BDD 
failure modes are corrected at time “T”.  The modified failure inten-
sity Nominal Projection equation becomes:

    λNP = λNP −unanticipated + λNP −un exp ected + λNP −expected

where,

    

λNP −unanticipated = λNGP −unanticipated + dNomBDD−unanticipated * h(T)unanticipated( )

λNP −un exp ected = λNGP −un exp ected + dNomBDD−un exp ected * h(T)un exp ected( )

λNP −exp ected = λNGP −exp ected + dNomBDD−exp ected * h(T)exp ected( )
The Nominal Projection MTBFs are simply the inverse of their respec-
tive Nominal Projection failure intensities (Eq. 18).

Actual Growth Potential, Actual 
Average Effectiveness Factor (EF) and 
Actual Projection

As indicated by Dr. Crow (Ref. 4), the Nominal metrics are all based 
on a presumption that all Type BDD failure modes have been fixed by 
time “T”.  If only a subset of the Type BDD modes are fixed by time 
“T”, however, the Actual metrics from Dr. Crow’s paper need to be 
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used to gain more accurate insight into the interim reliability growth 
characteristics of the system during the test.

The Actual Growth Potential Factor (Eq. 24), modified to reflect 
unanticipated and unexpected failures, is calculated as:

    λAGPFactor = λAGPFactor−unanticipated + λAGPFactor−un expected + λAGPFactor−expected

where,

    

λAGPFactor−unanticipated = 1− di
ActBDD−unanticipated( )

i=1

KBDD−unanticipated

∑ Ni

T
⎛ 
⎝ 
⎜ 

⎞ 
⎠ 
⎟ 

λAGPFactor−un exp ected = 1− di
ActBDD−un expected( )

i=1

KBDD−unexp ected

∑ Ni

T
⎛ 
⎝ 
⎜ 

⎞ 
⎠ 
⎟ 

λAGPFactor−exp ected = 1− di
ActBDD−expected( )

i=1

KBDD−exp ected

∑ Ni

T
⎛ 
⎝ 
⎜ 

⎞ 
⎠ 
⎟ 

The Actual Growth Potential failure intensity equation (Eq. 26) 
becomes:

    λAGP = λAGP−unanticipated + λAGP−un exp ected + λAGP −expected

where,

    

λAGP−unanticipated = λD−unanticipated −λBDD−unanticipated + λAGPFactor−unanticipated +

                             dActBDD−unanticipated * p(T)unanticipated * h(T)unanticipated( ) −
                             dActBDD−unanticipated * h(T)unanticipated( )

λAGP−un exp ected = λD−un exp ected −λBDD−un exp ected + λAGPFactor−un exp ected +

                           dActBDD−un exp ected * p(T)un exp ected * h(T)un exp ected( ) −
                           dActBDD−un exp ected * h(T)un exp ected( )

λAGP−exp ected = λD−exp ected −λBDD−exp ected + λAGPFactor−exp ected +

                        dActBDD−exp ected * p(T)exp ected * h(T)exp ected( ) −
                        dActBDD−exp ected * h(T)exp ected( )

As before, the Actual Growth Potential MTBFs are simply the inverse 
of their respective Nominal Projection failure intensities (Eq. 28).

The Actual Project Growth failure intensity at time “T” (Eq. 30) is 
modified to become:

    λAP = λAP −unanticipated + λAP −un exp ected + λAP −expected

where,

    

λAP −unanticipated = λAGP−unanticipated + dActBDD−unanticipated * h(T)unanticipated( )

λAP −un expected = λAGP−un exp ected + dActBDD−un expected * h(T)un expected( )

λAP −expected = λAGP−exp ected + dActBDD−expected * h(T)expected( )

The Actual Projected MTBFs at time “T” are the inverse of their 
respective Actual Projection failure intensities (Eq. 32).

Conclusions

As stated in our original RIAC Journal article (Reference 2), the 
results from these new metrics provide useful insight into the effec-
tiveness of DFR processes in detecting (i.e., anticipating) and mitigat-
ing (i.e., not expecting them to occur) failure modes.  Their initial 
application is for establishing a baseline measure within “your” spe-
cific company to quantify how robust your DFR processes and cor-
rective actions are.  Although your first system may not benefit from 
the results (since your initial set of unanticipated and unexpected 
failures are going to be, unfortunately, discovered during test), the 
resulting corrective actions to your DFR processes and design mitiga-
tion approaches should result in quantifiable improvement in initial 
system reliability preceding any formal reliability testing.
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The Reliability Information Analysis Center

Over 25 Training Courses...

Over 85 Products...

Serving the DoD and its Industrial Base for over 40 years...

Supply Chain Tools and Techniques

Course DescriptionThis three-day course covers the latest technology, tools, and methods 

for de� ning, analyzing and making recommendations for performance 

improvements in supply chain management.

Who Should Take the Course
This program is for managers new to supply chain processes and 

searching for best practices in their area of responsibility. Those who 

work as functional counterparts in � nance, information systems, 

manufacturing or marketing will also bene� t.

What the Student Will Learn  Modeling and Designing Global Supply Chain Networks

  Using Advanced Supply Chain Planning Tools (APO and APS)

   Collaborative Planning, Forecasting, and Replenishment (CPFR)

  Lean and Six Sigma in the Supply Chain

  Warehouse Management Systems

  Transportation Management Systems

Instructor:
Alan Stenger, PhD (See page 34 for Instructors bio)

Supply Chain Transformation

Course DescriptionThis three-day course is the capstone program that provides upper-level 

managers with processes for leading and implementing change and 

building organizational alignment within their supply chains. “Managing 

Effective Supply Chains: Achieving Supply Chain Transformation” shows 

how the best-in-class companies adapt their supply chains to the chang-

ing environment to improve their competitive position.

Who Should Take the Course
This program is for supply chain leaders, general managers, and execu-

tives who are or will be playing a leadership role in helping their organiza-

tions respond to change and develop adaptive and � exible supply chains.

What the Student Will Learn
This program will help you gain an in-depth understanding of the critical 

elements of adaptive supply chain management through a business 

model we call pico™. Using the pico™ model, you will learn how to 

optimize three critical metrics while identifying supply chain capabilities 

for exploitation: pro� t margin; cash to cash cycle time (working capital); 

and customer response time.About the Instructor:John Coyle, PhDDr. Coyle is currently is the Director of Corporate Relations for the 

Center for Supply Chain Research (CSCR) and Professor Emeritus of 

Business Administration at Penn State University.

Introduction to EMI
Course DescriptionThis one-day course offers information and instruction to help manage-

rial and administrative personnel understand the demands of emission 

control (EMI/RFI/EMC) and susceptibility (ESD/RF interference etc). This 

course will cover basic EMI principles including magnetic and electric 

� elds, typical decibel problems and solutions, electromagnetic waves, 

spread spectrum, network fundamentals, wireless local area networks 

(LANs), bonding, shielding, grounding, conducted and radiated interfer-

ence, EMI testing techniques, and more.
Who Should Take the Course

Individuals who need a basic understanding of foreign, domestic, or 

military emissions and susceptibility requirements for electronic products, 

supervisors and technical personnel involved in regulatory compliance of 

digital and RF equipment, and junior EMI test engi neers/technicians.

What the Student Will Learn
The student will learn basic EMI principles, common problems and 

solutions, testing techniques, suppression, design issues, EMI standards, 

reviewing EMI test reports, witnessing EMI testing, and reference materials.

About the Instructor:Joseph Hazeltine, PE, NCE
Mr. Hazeltine has over 30 years of Electromagnetic Interference (EMI) 

experience. He is the Director for the DoD’s Reliability Information Analy-

sis Center (RIAC) and Senior Division Director for Wyle Laboratories, Inc.

Course DescriptionThe purpose of this one-day course is to provide participants with an 

introduction to the foundational concepts of the Six Sigma philosophy 

and process.  It will help participants successfully participate in the 

organization’s Six Sigma program.  Simulations on variations in proc-

esses will be practiced.Who Should Take the Course
Individuals who need to know the basics of reliability analysis 

approaches as they apply to developing and � elding better products 

and systems. Design engineers, reliability specialists, and product/

program managers will bene� t from the course.

What the Student Will Learn
Upon completion of this course, participants should be able to describe 

the Lean Six Sigma “ White Belt” concept; comprehend the critical 

elements of the Six Sigma approach;  recognize how poor quality harms 

business in a service environment; identify the new roles and responsi-

bilities employees play in this approach; and recognize processes that 

need improvement
Instructor:

Jorge Romeu, PhD (See page 30 for Instructors bio)

Introduction to Lean Six Sigma 

Enterprise
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Supply Chain Essentials

Course Description

This three-day course covers topics for building maximum ef� ciency of 

managing effective supply chains through better reporting and measure-

ment systems. “Essentials of Supply Chain Management” delivers the 

essential competencies required for expert management of materials, 

products, processes and information on a regional or global scale.

Who Should Take the Course

This program is for managers who are new to supply chain processes 

and searching for best practices in their area of responsibility. Those 

who work as functional counterparts in � nance, information systems, 

manufacturing or marketing will also bene� t.

What the Student Will Learn

Upon completion of “Essentials of Supply Chain Management,” the 

student will be quali� ed to:

   Integrate all functions along the chain through shared 

objectives

  Develop common performance matrices

   Improve customer satisfaction through shorter delivery times, 

maximizing capital turnover

  Use information technology to enhance performance

   Work effectively in alliances and partnerships of the extended 

supply chain

About the Instructor:

Douglas J. Thomas, PhD

Dr. Thomas is Assistant Professor of Supply Chain Management in the 

Smeal College of Business Administration at Penn State and a research 

associate with the Center for Supply Chain Research.

Designing and Leading Supply Chain

Course Description

This three-day course covers the � nal step in developing effective 

supply chains, providing senior management with insight into strategy 

and models for developing supply chain systems for speed, � exibility 

and competitive differentiation.

Who Should Take the Course

Designing and Leading Competitive Supply Chains is designed for upper-

middle and senior-level executives responsible for the development and 

management of logistics and supply processes strategy. Representative 

titles include: vice president, director, or manager of logistics, purchasing, 

supply chains, operations, distribution, or materials management.

What the Student Will Learn

The student will learn the most current methodologies and research as 

well as world-class experience in supply chain practices. Prominent 

guest speakers provide the student with timely insight at evening 

events on contemporary issues in business and technology.

The student will also create a personal solution framework for priority 

issues or challenges they face within the organization. The student 

will work with learning tools in both group discussion and re� ection 

sessions specially created to build strategic bridges between content 

and applicability. The student will leave with a concrete process for 

turning new vision into organizational direction and results.

About the Instructor:

Alan Stenger, PhD

Since joining the Penn State faculty in 1972, Dr. Stenger has taught 

graduate and undergraduate courses in supply chain management, logis-

tics systems management, logistics research methods, carrier manage-

ment, transportation economics and quantitative methods in logistics. 
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Training
Course Description

The three-day course offers instruction and methodology in success-

fully managing the quality of a project as well as accessing and 

mitigating risks which impact a project. The intent of this course is 

to provide students with the program management and systems 

engineering perspectives of Risk/Quality Management, especially for 

projects involving design and implementation of monitoring/control-

ling of complex systems. The perspective is that modern systems use 

sensing information access and human-in-the-loop decision making. 

This course focuses on the systems’ perspectives rather than the 

mathematics of risk analysis technologies. The hands-on class activi-

ties will allow students to apply this knowledge to real-world situations. 

Through customizing a generic control/monitoring system, students 

will develop potential solutions to their current projects’ quality and risk 

areas by applying various concepts and tools within the discipline of 

project management.

Who Should Take the Course

The course is designed for those engaged in current and future projects. 

The target audience should be those who have worked on projects, 

either as a team member, project manager or program manager.

What the Student Will Learn

The student will leave the course prepared to identify and address 

projects’ challenges in the areas of quality and risk. Since this course 

is based on the internationally respected principals of the Project 

Management Institute, the student will understand the three quality 

management processes along with the seven risk management proc-

esses. 

About the Instructors:

Jan Mahar

Jan Mahar is a senior instructor at the College of Information Science 

and Technology at the Pennsylvania State University.

David Hall, PhD.

Dr. David Hall has more than 25 years of experience in research, 

research management, and systems development in both industrial and 

academic environments.

Understanding Quality and Risk in 

Project Management

Course Description

The RCM Fundamentals Course is a three-day offering of the Naval 

aviation approach to RCM. The course gives an initial view of such 

topics as the RCM philosophy, history, and goals. It introduces students 

to the basic analysis concepts and terminology that are unique to RCM. 

The course includes a series of lectures, small-group exercises, and a 

workshop that provide students with an opportunity to apply their newly 

learned theory to actual analysis problems. Participants are encour-

aged to share their knowledge of RCM and relate prior experiences 

with fellow students. The Integrated Reliability-Centered Maintenance 

System (IRCMS) software, which most NAVAIR RCM programs will use 

to document their RCM analyses, is also taught during this course. 

The course provides an excellent foundation upon which analysts can 

continue to build their expertise through on-the-job RCM training and 

experience. It also ful� lls a basic requirement for NAVAIR personnel and 

contractors to become NAVAIR Level I certi� ed in RCM.

Who Should Take the Course

Anyone interested in performing RCM analysis or responsible for 

implementing an RCM program, particularly NAVAIR personnel and 

contractors. This course is applicable to personnel responsible for the 

maintenance and operation of equipment including engineers, logisti-

cians, and maintenance planners/managers involved in maintenance 

programs.

What the Student Will Learn

Students will receive an introduction to the philosophy, theory, and 

practical experience needed to implement and perform RCM analysis 

using the NAVAIR approach. Successful completion of this course will 

foster the students understanding of RCM concepts and processes and 

enable participation in a RCM analysis. 

About the Instructors:

David Nelson, CMRP

David Nelson is an engineer and RCM practitioner for Wyle Laborato-

ries Inc..

William Waller, CMRP

William Waller is a senior RCM analyst and instructor for Wyle Labora-

tories, Inc.

NAVAIR Fundamentals of Reliability 

Centered Maintenance (RCM)
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Course Description

Failure mechanisms in reliability engineering will b
e introduced. 

The methods of the physics of failure of devices, materials, 

components and systems are reviewed. The main emphasis 

of this one-day course will b
e given to basic degradation 

mechanisms through understanding the physics, chemistry 

and mechanics of such mechanisms. Mechanical failures are 

introduced through understanding fatigue, creep and yielding in 

materials, devices and components. Physical or chemical related 

failures are introduced through a basic understanding of physical 

mechanisms such as diffusion, electromigration, defects and 

defect migration. Failure mechanisms observed in real devices 

and systems will also be presented. Problems related to manufac-

turing and microelectronics will b
e analyzed.

Who Should Take the Course

This program is for electrical engineers and materials engineers who 

wish to understand the basics of failure mechanisms.

What the Student Will Learn

The student will le
ave the course with an understanding of the 

basics of failure mechanisms and life modeling.

About the Instructor:

Aris Christou, PhD

Dr. Aris Christou was the Chairman of the University of Maryland, 

Materials and Nuclear Engineering Department (until July 2003), 

and presently holds professorial appointments in the Department of 

Materials Science and Engineering and Mechanical Engineering.

Understanding Failure Mechanisms

Course Description

This one-day course provides the students with a detailed technical 

description of the thermal aging process of non-metallic materials 

used in nuclear power plant safety related equipment and the analysis 

techniques used to calculate expected and service (quali� ed) life
 and 

simulated test aging tim
es.

Who Should Take the Course

Nuclear power plant engineers working in the area of equipment 

quali� cation and quali� cation maintenance or anyone interested in the 

aging of non-metallic materials due to tim
e-temperature effects.

What the Student Will Learn

Students will le
arn the details of the Arrhenius model describing the 

aging of non-metallic materials and calculation routines to determine 

expected and service life and simulated test aging tim
es.

About the Instructor:

Thomas Brewington

Mr. Brewington is the Director of the Nuclear Engineering and Test Divi-

sion of Wyle Laboratories. He has 25 years experience working in all 

aspects of qualifying safety related equipment used in nuclear power 

plants. He is a certi� e
d Level III E

Q.

Nuclear Plant Accelerated Aging 

Analysis

Condition Based Maintenance (CBM)

Course Description

This four-day course covers ultrasound techniques, infrared 

thermography, fu
ndamental concepts to develop an understanding 

of the application of vibration analysis technologies and techniques, 

and methods in conducting medium and high voltage equipment 

diagnostic surveys that involve data gathering analysis techniques 

for detecting faults in electrical systems.

Who Should Take the Course

This technical course is for anyone interested in learning the fundamen-

tals of condition based maintenance. The course content is relevant to 

maintenance and production employees; maintenance planners and 

schedulers; and maintenance, reliability,
 and manufacturing engineers 

and production management.

What the Student Will Learn

The student will b
e introduced to the field of nondestructive testing 

including ultrasound inspection, infrared thermography, vibration 

analysis, and electrical system monitoring.

About the Instructor:

Jeffrey Banks

Mr. Banks is a Research Engineer with the Penn State University 

Applied Research Laboratory, a
nd has developed machinery health 

monitoring systems and diagnostic and prognostic technology for asset 

health management.
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Introduction

Most leading IC manufacturers nowadays take measuring failure 
rates of their IC components very seriously. They spend a lot of time, 
money, and energy performing various kinds of lab testing to accom-
plish this. One such test scenario requires placing a given number of 
components (ICs) in an oven, and “baking” them for a predetermined 
amount of time. After which, the ICs are tested to determine how 
many of them failed in the process. The following is an algorithm 
(equation) excerpted from one of the world’s leading IC manufactur-
ers National Semiconductor. It should be stated that this algorithm 
is an industry standard for other leading manufacturers as well. 
As can be seen, it utilizes a Chi Square (   χ

2 ) Distribution Table to 
calculate maximum failure rate lMAX. The quantitative inputs to this 
algorithm is the number of devices (ICs) being tested, the number of 
hours (under test), the number of failures detected, and a (confidence 
level in percent). The output is the maximum failure rate (minimum 
MTTF) of the IC associated with the specified confidence level a.

Excerpt from National Semiconductor

Vito Faraci Jr

    
λMAX =

χ1−α
2 [with df =  2(r +1)]

2T
 

 

Maximum Failure Rate or worst case where:

c2 = Chi Square Distribution
r = Number of Failures 
df = Degrees of freedom 
T = Total number error test hours (number of devices x 
number of hours) 
a = Statistical error expected in estimate. For 60% confidence 
level, a = 0.6

Alpha can then be interpreted to mean that we can state with 
statistical confidence level of alpha (i.e., 60%) that the actual 
failure rate is equal to or less than the calculated maximum 
(lMAX) failure rate.
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It is interesting to note that even though this “Lambda” algorithm 
is an industry standard that has been around since the 1950s, and 
is documented in various Mil-Handbooks, the question of how and 
why it works is not well documented. Most books or articles on this 
subject deal with the “How to”. They will explain how to use the 
algorithm to calculate λMAX, but will not explain the how and why it 
works. No models or concepts, just information on how to use the 
algorithm to calculate required results. It will probably be no sur-
prise to anyone that the foundation of this algorithm is rooted in pure 
probability theory as this paper will show.

Objectives

This paper will attempt to:  

1.	 derive the above algorithm, and
2.	 explain the how and why it works, in common language, without 

the use of complicated statistical analyses.

Required (Need to Know) Topics

In order to achieve the above objectives, a familiarization of the fol-
lowing topics is required:

A)	 �Common problem taken from Reliability involving “n” com-
ponents with identical failure rates operating active redundant 
(typical situation when a manufacturer is testing a batch of com-
ponents),

B)	 Definition of Probability Density Function (pdf), 
C)	 Reliability pdf, 
D)	 The Chi Square Table,
E)	 Poisson Approximation Theorem (See Appendix).

A) Common Problem taken from Reliability:

Three identical black boxes (components with equal failure rate) are 
placed into operation at the same time (active redundant). What is 
the probability that at least two black boxes will operate if the reli-
ability (probability of success) of each box is 0.9?

Solution:

Let p = 0.9 (probability of success of each box) then q = 1-p = 0.1 
(probability of failure of each box). The probabilities of exactly 3, 2, 
1, and 0 operating (or 0, 1, 2, and 3 failures) can be easily computed 
using the following elementary logical procedure.

	     1 = (p + q)
                    1 = (p + q)3

	     1 = p3 + 3p2q + 3pq2 + q3

                    1 = (.9)3  +  3(.9)2 (.1)  +  3(.9) (.1)2  +  (.1) 3

P(3 operating)
P(2 operating)
P(1 operating)
P(0 operating)

Or looking at it another way,

                    1 = (p + q)
                    1 = (p + q)3

	     1 = p3 + 3p2q + 3pq2 + q3	
                    1 = (.9)3  +  3(.9)2 (.1)  +  3(.9) (.1)2  +  (.1) 3

P(0 failures)
P(1 failure)
P(2 failures)
P(3 failures)

So P(at least 2 boxes operating) = P(3 or 2 boxes operating) = (.9)3  +  
3(.9)2 (.1)  = 0.972

A) Same Problem Generalized:

“n” identical components are placed into operation at the same time 
(active redundant). What is the probability that r or less failures occur 
if the reliability (probability of success) of each box is p?

Solution:

Let p = probability of success, then q = 1-p = probability of failure. 
The probabilities of exactly (n, n-1, ×××, n-r, ×××, 1, and 0 operating), 
or said in another way (0, 1, ×××, r, ×××, n-1, and n failures) can be 
calculated by generating the binomial expansion as follows:

	      1 = (p + q)
                     1 = (p + q)n

                     
  
1 =  pn +   npn−1q   +      +    n!

(n − r)!r!
pn−rqr   +      +    npqn−1   +    qn

	

P(0 failed)
P(1 failed)
P(r failed)
P(n-1 failed)
P(n failed)

Therefore, P(r or less failures) is equal to the sum of the first r + 1 
terms of the above binomial expansion. Stated as a summation:  P(r 
or less failures) 

  
=   n!

k!(n − k)! 
⎛ 

⎝ 
⎜ 

⎞ 

⎠ 
⎟ 

k =0

r

∑  pn−kqk
  (1)

This binomial expansion gets somewhat difficult to handle when n 
gets large. In an effort to make the mathematics easier to handle for 
large n, the famous Poisson Approximation Theorem is utilized. The 
theorem essentially states that if n is large and q is small, the follow-
ing approximation is very accurate for any k.

  

n!
k!(n − k)!

pn − kqk  ≈    (nq)k

k!
e−nq (See Appendix for a 

proof of this.) Therefore, P(r or less failures) 

  
≈   

k =0

r

∑  (nq)k

k!
e−nq   =    e−nq 1+ nq +

(nq)2

2 !
+    +

(nq)r −1

(r −1)!
+

(nq)r

r !
⎛ 

⎝ 
⎜ 

⎞ 

⎠ 
⎟ 

(expansion)

(2)
continued on next page ›››
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Note: Large “n” and Small “q” is usually the case when testing for failure rates of ICs.

Now for components that display an exponential characteristic of failure such as electronic components, q = 1-e-lt where l = failure rate and t 
= exposure time. It can also be proven that for small q,     q =  1− e−λt ≈  λt . (See Appendix for a proof of this fact.) Since our objective is to 
measure failure rate, lt is substituted for q to get:

P(r or less failures)
    
≈   

k =0

r

∑  (nλt)k

k!
e−nλt   =    e−nλt 1+ nλt +

(nλt)2

2 !
+    +

(nλt)r −1

(r −1)!
+

(nλt)r

r !
⎛ 

⎝ 
⎜ 

⎞ 

⎠ 
⎟  (3)

To make equation (3) easier to handle, let u = nlt and the result is Equation (4) as follows:

  
P(r or less failures)  ≈   R(u)  =   e−u 1+ u +

u2

2 !
+    +

ur −1

(r −1)!
+

ur

r !
⎛ 

⎝ 
⎜ 

⎞ 

⎠ 
⎟   =   e−u uk

k !k =0

r

∑   (4)

Table Constructed based on above Redundancy Problem
Table1 is constructed listing R(u) = Equation (4) and F(u) = 1-R(u) for the first five values of r of the above problem involving n redundant 
items. It is important to note that Equation (4) is a Reliability equation expressing the probability of success of the event “r or less failures”, 
and F(u) expressing the probability of failure of that event. 

Table 1 will reveal a striking relationship between F(u) and the famous Chi Square Table that will be discussed later on in this paper.

Table 1

Failures
(r)

R(u) = P(r or less failures)
Reliability Equation

F(u) = 1-R(u)
(Probability of Failure Equation)

  
F(u)  =   1− e−u uk

k !k =0

r

∑

0   1 −  e−u

1
  1 −  e−u 1+ u[ ]

2

  
1 −  e−u 1+ u +

u2

2 !
⎡ 

⎣ 
⎢ 

⎤ 

⎦ 
⎥ 

3

  
1 −  e−u 1+ u +

u2

2 !
+
u3

3 !
⎡ 

⎣ 
⎢ 

⎤ 

⎦ 
⎥ 

4

  
1 −  e−u 1+ u +

u2

2 !
+
u3

3 !
+
u4

4 !
⎡ 

⎣ 
⎢ 

⎤ 

⎦ 
⎥ 

Note:  u = nlt

B) Definition of Probability Density Function (taken from Probability Theory)

The mathematical definition of a continuous probability density function (pdf) is a continuous function f(z) that satisfies the following three 
properties. 

1)	 The probability that z lies between two points a and b is 

  
P(a ≤ z ≤ b)  =   f(x)dz

a

b

∫
2)	 f(z) is non-negative for all real z. 
3)	 The integral of the probability function f(z) is one, that is 

  
 f(z)dz
−∞

+∞

∫   =   1

Continuous pdfs are defined for an infinite number of points over a continuous interval. The probability at a single point is always zero. Prob-
abilities are measured over intervals and not single points. Therefore, the area under the curve between two distinct points a and b defines the 

  
R(u)  =   e−u uk

k !k =0

r

∑    (4)

  
e−u 1+ u +

u2

2 !
⎡ 

⎣ 
⎢ 

⎤ 

⎦ 
⎥ 

  
e−u 1+ u +

u2

2 !
+
u3

3 !
⎡ 

⎣ 
⎢ 

⎤ 

⎦ 
⎥ 

  e−u

  e
−u 1+ u[ ]

  
e−u 1+ u +

u2

2 !
+
u3

3 !
+
u4

4 !
⎡ 

⎣ 
⎢ 

⎤ 

⎦ 
⎥ 
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probability of that interval as shown in the shaded area below.

When applied to Reliability, f(z) defines the probability of failure over an interval a £ z £ b, with the probability of a failure at a single point (a 
= b) is zero. So for example, if z = t = time, then f(t) can answer questions like: What is probability that a component will fail between 10 and 
20 hours?

C) Reliability pdf

A typical Reliability pdf would look something like the following, where F(T) is the probability that a component will fail between 0 and T 
hours represented by the shaded area shown below. Since the entire area under a pdf is 1, the area labeled R(T) must equal 1-F(T) which equals 
the reliability or probability of success of the component at time T. 

                                                        

Definitions: Confidence Interval, Limit, and Level

Confidence Interval - In Reliability pdf above,   0 ≤   t  ≤   T  is a confidence interval. 
Confidence Limit - In above confidence interval, 0 is a lower confidence limit, and T is an upper confidence limit.
Confidence Level - �A percentage “measure of times” test results can be expected to be within a specified interval. In the Reliability pdf above, 

a percentage measure of times that the variable t will be found in interval   0 ≤   t  ≤   T  (probability). The Confidence 
Level is also mathematically defined to be the shaded area of the above Reliability pdf .

continued on next page ›››

continued from page 22
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Chi Square (X2) Table

The Chi Square Table is generated using what is known as Chi Square (   χ
2

) Equations as shown in Column 2 Table 2. Column 1 lists positive 
integers labeled df which stands for “Degrees of Freedom”. For reasons that will soon become apparent, Column 1 only lists even integers. 
Column 2 lists associated   χ

2
 Equations defined for each df, and Column 3 contains integrals from 0 to x for each corresponding equation in 

Column 2. See Appendix for graphs of these equations and their integrals.

Table 2

Chi Square (   χ
2

) Equations

df   χ
2

 Equation f(z)  Integral of   χ
2

 Equation F(x)

df

 

2

4  
 

6

8

10

Notes:

2) 
3) Odd integer dfs are not required for this application, and are omitted from this discussion.

  
  f(z)  =  zdf / 2−1 ⋅e−z/2

2df / 2 ⋅ df 2 −1( ) !   
F(x) =   f (z) dz   =   1 −  

0

x

∫ e−x / 2 1
k !k =0

r

∑  ⋅
x
2

⎛ 
⎝ 
⎜ 

⎞ 
⎠ 
⎟ 

k

  

1
2

  e−z / 2
  1 − e−x / 2

  

1
4
z ⋅e−z / 2

  
1 −  e−x / 2 1+

x
2

⎛ 
⎝ 
⎜ 

⎞ 
⎠ 
⎟ 

  

1
16
z2 ⋅e−z / 2

  
1 − e−x / 2 1+

x
2

+
1

2 !
x
2

⎛ 
⎝ 
⎜ 

⎞ 
⎠ 
⎟ 

2⎡ 

⎣ 
⎢ 

⎤ 

⎦ 
⎥ 

  

1
96
z3 ⋅e−z / 2

  
1 − e−x / 2 1+

x
2

+
1

2 !
x
2

⎛ 
⎝ 
⎜ 

⎞ 
⎠ 
⎟ 

2

+
1
3 !

x
2

⎛ 
⎝ 
⎜ 

⎞ 
⎠ 
⎟ 

3⎡ 

⎣ 
⎢ 

⎤ 

⎦ 
⎥ 

  

1
768

z4 ⋅e−z / 2
  
1 −  e−x / 2 1+

x
2

+
1

2 !
x
2

⎛ 
⎝ 
⎜ 

⎞ 
⎠ 
⎟ 

2

+
1
3 !

x
2

⎛ 
⎝ 
⎜ 

⎞ 
⎠ 
⎟ 

3

+
1

4 !
x
2

⎛ 
⎝ 
⎜ 

⎞ 
⎠ 
⎟ 

4⎡ 

⎣ 
⎢ 

⎤ 

⎦ 
⎥ 

    
1)  f(z) is non - negative, and f (z) dz   =   1. 

0

∞

∫ Therefore by definition the χ2 equations are pdfs.

  By definition P(0 ≤  z ≤  x) =  F(x)

Measuring Failure Rate by Testing
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Table 2 with r Added

Let df = 2r+2 or r = (df-2)/2 where r is the number of failures in the above redundancy problem. Then Table 2 takes on the form of Table 3. 
Now set u = x/2 and compare these integral equations in Column 4 with the equations of Table 1 Column 3. Conclude by inspection that these 
equations in Column 4 are exactly the Probability of Failure Equations of the above Redundancy problem. It is very important to note what 
Table 3 is revealing here. With respect to Reliability, the integrals of all   χ

2
pdf equations defined for even dfs, are in fact probability of failure 

equations of n identical items operating parallel redundant for any number of r failures.

Table 3

Chi Square (   χ
2

) pdf Equations 

                          

r df
f(z) =   χ

2
 pdf  F(x) = Integral of   χ

2
pdf 

2r+2

0 2

1 4

2 6

3 8

4 10

Notes: 

1.	 Recall the area under any pdf = 1, therefore R(x) = 1 – F(x) (unshaded area)

2.	 f(z) can also be expressed as 
  
f(z)  =   zr ⋅e−z/2

2r+1 ⋅ r !

  
  zdf / 2−1 ⋅e−z/2

2df / 2 ⋅ df 2 −1( ) !   
F(x) =   f (z) dz   =   1 −  

0

x

∫ e−x / 2 1
k !k =0

r

∑  ⋅
x
2

⎛ 
⎝ 
⎜ 

⎞ 
⎠ 
⎟ 

k

  

1
2

  e−z / 2
  1 − e−x / 2

  

1
4
z ⋅e−z / 2

  
1 −  e−x / 2 1+

x
2

⎛ 
⎝ 
⎜ 

⎞ 
⎠ 
⎟ 

  

1
16
z2 ⋅e−z / 2   

1 − e−x / 2 1+
x
2

+
1

2 !
x
2

⎛ 
⎝ 
⎜ 

⎞ 
⎠ 
⎟ 

2⎡ 

⎣ 
⎢ 

⎤ 

⎦ 
⎥ 

  

1
96
z3 ⋅e−z / 2   

1 − e−x / 2 1+
x
2

+
1

2 !
x
2

⎛ 
⎝ 
⎜ 

⎞ 
⎠ 
⎟ 

2

+
1
3 !

x
2

⎛ 
⎝ 
⎜ 

⎞ 
⎠ 
⎟ 

3⎡ 

⎣ 
⎢ 

⎤ 

⎦ 
⎥ 

  

1
768

z4 ⋅e−z / 2
  
1 −  e−x / 2 1+

x
2

+
1

2 !
x
2

⎛ 
⎝ 
⎜ 

⎞ 
⎠ 
⎟ 

2

+
1
3 !

x
2

⎛ 
⎝ 
⎜ 

⎞ 
⎠ 
⎟ 

3

+
1

4 !
x
2

⎛ 
⎝ 
⎜ 

⎞ 
⎠ 
⎟ 

4⎡ 

⎣ 
⎢ 

⎤ 

⎦ 
⎥ 

continued on next page ›››
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D) Chi Square Table 

The construction of the famous Chi Square Table (CST) itself is based on the family of   χ
2

pdf equations. There are just two user inputs to the 
table, df and α. Mathematically stated, df selects the correct pdf and corresponding probability of failure equation, and α specifies an area. 
The resultant table lookup is a real number usually labeled     χ1−α

 2
such that the area under the pdf from 0 to     χ1−α

 2
 is equal to α, i.e. the shaded 

area of the pdf shown in Table 4.

As an example, for a Confidence Level α = 0.95, Table 4 lists the first 5 even df entries of the CST. The corresponding CST lookups are listed 
in Column 3. Close examination reveals that the table lookups are the exact solutions to the corresponding equation F(x) for each r as shown 
in Column 4. So for example in the case where r =1, F(9.488) =   0.95 =  1 − e−4.744 1+ 4.744( )

Table 4

Chi Square Table (CST) 

From CST Results

Fails df Table lookup Probability of Failure Equation 

r   (2r+2)        x = c 2
0.05 F(x) = 0.95

0 2 5.991

1 4 9.488

2 6 12.592

3 8 15.507

4 10 18.307

(df = Degrees of Freedom, α = Confidence Level = 0.95)

Note: See Appendix for a typical CST.

  0.95  =   1 − e−x / 2

  
0.95  =   1 −  e−x / 2 1+

x
2

⎛ 
⎝ 
⎜ 

⎞ 
⎠ 
⎟ 

  
0.95  =  1 − e−x / 2 1+

x
2

+
1

2 !
x
2

⎛ 
⎝ 
⎜ 

⎞ 
⎠ 
⎟ 

2⎡ 

⎣ 
⎢ 

⎤ 

⎦ 
⎥ 

  
0.95  =  1 − e−x / 2 1+

x
2

+
1

2 !
x
2

⎛ 
⎝ 
⎜ 

⎞ 
⎠ 
⎟ 

2

+
1
3 !

x
2

⎛ 
⎝ 
⎜ 

⎞ 
⎠ 
⎟ 

3⎡ 

⎣ 
⎢ 

⎤ 

⎦ 
⎥ 

  
0.95  =  1 −  e−x / 2 1+

x
2

+
1

2 !
x
2

⎛ 
⎝ 
⎜ 

⎞ 
⎠ 
⎟ 

2

+
1
3 !

x
2

⎛ 
⎝ 
⎜ 

⎞ 
⎠ 
⎟ 

3

+
1

4 !
x
2

⎛ 
⎝ 
⎜ 

⎞ 
⎠ 
⎟ 

4⎡ 

⎣ 
⎢ 

⎤ 

⎦ 
⎥ 
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Putting it all together

Recall the basic objective was to show how 
    
λMAX =

χ1−α
2 [with df =  2(r +1)]

2T
  is derived. 

Typical Chi Square pdf

1)	 Set df = 2r+2 (Recall this automatically selects the correct Chi Square pdf)

2)	 Assign a Confidence Level α 

3)	 From the definition of Confidence Interval of a pdf,     P( 0 ≤ x  ≤   χ1−α
2 )  =   α

4)	 Equate Table1 Col3 with Table4 Col4 and verify     u =  nλt  =  x/2 ⇒  x =  2nλt

5)	 Substitute   2nλt for x and get     
P(0 ≤  2nλt  ≤   χ1−α

2 )  =   P( 0 ≤ λ  ≤   χ1−α
2

2nt
 ) =   α

6)	 Set T = nt (device hours). Substitute T for nt and conclude 

    
P( 0  ≤   λ  ≤   χ1−α

2

2T
 ) =   α

The derivation is complete at this point. However, it is important to note that depending on what book or article one reads, 6) can be expressed 
using various other notations such as:  

a)	
    
λMAX =

χ1−α
2

2T
 with probability,    αor 

b)	

    
λMAX =

χ1−α
2 [with df =  2(r +1)]

2T
 with Confidence Level   α , or

c)	
    
λMAX =

χ1−α : 2r +2
2

2T
 with Confidence Level   α .

Example:

50 ICs were tested for 100 hours. The test resulted in 3 failures and 47 survivors. 
Calculate   λMAX   with a Confidence Level of 95%.
Solution: T = nt = 50x100 

    
⇒   λMAX =

χ0.05 : 8
2

2 x 5000
  =   15.507

10,000
  =   0.0015507 failures per hour

Conclusion:
This article provided sufficient evidence to conclude that the foundation of the subject failure rate calculation algorithm is rooted in pure 
probability theory (mathematics). To be more precise, it is rooted in the definition of a probability density function.

continued on next page ›››
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Appendix
Chi-square pdf graphs for 2, 4, 6, 8, and 10 degrees of freedom

Probability of Failure Curves for 0, 1, 2, 3, and 4 failures
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E) Theorem: Poisson Approximation Theorem

  

If n is large and q is small, then   n!
k!(n − k)!

pn − kqk  ≈    (nq)k

k!
e−nq

Proof :
n!

k!(n − k)!
pn − kqk  =   n (n −1)(n − 2)    (n − k +1)

k!
(1− q)n−k qk  ≈   nk

k!
(1− q)n−k qk  since n is large

=   nk

k!
  ⋅   (1− q)n

(1− q)k  ⋅  qk  ≈   nk

k!
  ⋅   (1− q)n

1
 ⋅  qk  =    (nq)k (1− q)n

k!
   since q is small   (1)

now compare  (1− q)n  with  e−nq  by expanding both terms out.

 (1− q)n  =   1 − nq  +   n(n −1)
2!

q2 −
n(n −1)(n − 2)

3!
q3 +      

≈   1 − nq +  n2

2!
q2 −

n3

3!
q3 +        =    1 − nq +  (nq)2

2!
−

(nq)3

3!
 +       since n is large

∴    (1− q)n ≈   1 − nq +  (nq)2

2!
−

(nq)3

3!
 +       (2)    and   e−nq   =    1 −  nq  +    (nq)2

2!
  −   (nq)3

3!
 +         (3)

comparing (2) and (3)  ⇒  (1− q)n  ≈   e−nq     (4)

Replacing  e−nq  for (1− q)n  in (1)  we get  n!
k!(n − k)!

pn − kqk  ≈    (nq)k

k!
e−nq   //

Theorem 

  

limit
x →  0

   1− e−x =   x

Proof

e−x =    1  −    x  +   x2 /2 !  −    x3 /3 !  +   x4 /4 !   −        ⇒     1 −  e−x  =    x  −   x2 /2 !  +    x3 /3 !  −   x4 /4 !   +        ⇒

1 −  e−x  =   x (1 −   x /2 !  +    x2 /3 !  −   x3 /4 !   −        )   and   limit
x →  0

  (1 −   x /2 !  +    x2 /3 !  −   x3 /4 !   −        ) =  1 ⇒

limit
x →  0

    1− e−x =   x (1)  =   x  //
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